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Program speaker

The speaker for this program is Arlene Luu, RN, BSN, JD,
CPHRM, Senior Patient Safety & Risk Consultant, MedPro
Group (Arlene.Luu@medpro.com)

Arlene provides comprehensive risk management services to
policyholders in MedPro Group’s Western Division. She has more
than 20 years of experience as a registered nurse and has worked
as a defense attorney representing doctors, nursing homes,
nurses, and other healthcare providers in medical malpractice
cases.

Arlene earned her bachelor of science degree in nursing from San Diego State University, a
certificate in public health nursing for the state of California, and her juris doctorate degree
from California Western School of Law. She is a licensed attorney in California and a certified
professional in healthcare risk management (CPHRM).

Arlene’s experience in risk management and patient safety includes
working in the hospital setting and providing risk consulting services
to physicians in all specialties, dental providers, medical groups, and healthcare facilities. She
has presented and published information on various patient safety topics, and she has
provided risk management guidance and support related to healthcare law, quality
improvement, and risk exposure.



3

2016

Designation of continuing education credit

Medical Protective is accredited by the Accreditation Council for Continuing
Medical Education (ACCME) to provide continuing medical education for
physicians.

Medical Protective designates this enduring activity for a maximum of 1.0 AMA
PRA Category 1 Credits™. Physicians should claim only the credit
commensurate with the extent of their participation in the activity.

The Medical Protective Company is designated as an Approved
PACE Program Provider by the Academy of General Dentistry. The
formal continuing dental education programs of this program
provider are accepted by AGD for Fellowship/Mastership and
membership maintenance credit. Approval does not imply
acceptance by a state or provincial board of dentistry or AGD
endorsement. The current term of approval extends from
October 1, 2015, to September 30, 2018. Provider ID 218784.

The Medical Protective Company designates this continuing education activity
as meeting the criteria for up to 1 hour of continuing education credit. Doctors
should claim only those hours actually spent in the activity.
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Disclosure

Medical Protective receives no commercial support from
pharmaceutical companies, biomedical device manufacturers, or
any commercial interest.

It is the policy of Medical Protective to require that all parties in
a position to influence the content of this activity disclose the
existence of any relevant financial relationship with any
commercial interest.

When there are relevant financial relationships, the individual(s)
will be listed by name, along with the name of the commercial
interest with which the person has a relationship and the nature
of the relationship.

Today's faculty, as well as CE planners, content developers,
reviewers, editors, and Patient Safety & Risk Solutions staff at
Medical Protective have reported that they have no relevant
financial relationships with any commercial interests.
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At the conclusion of this program, you should be able to:

• Demonstrate understanding of the laws pertaining to
fraud, abuse, and waste

• Understand the seven fundamental elements of an
effective compliance program as defined by the U.S.
Department of Health and Human Services, Office of
Inspector General (HHS-OIG)

• Describe the key roles and responsibilities of a
compliance officer and a compliance committee in a
healthcare organization

• Identify resources to assist in
developing a compliance program
for a healthcare practice setting

Objectives
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What is a compliance program?

Source: United States Sentencing Commission. (2015, November). Guidelines manual. Retrieved from
http://www.ussc.gov/guidelines-manual/2015/2015-ussc-guidelines-manual

A corporate compliance program is an “effective program to prevent and detect
violations of law.” — United States Sentencing Commission
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Compliance programs are a requirement under the Patient
Protection and Affordable Care Act (ACA).

Why have a compliance program?

Source: Patient Protection and Affordable Care Act, 42 U.S.C. § 18001 et seq. (2010).
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U.S. Government Accountability Office

Source: U.S. Government Accountability Office. (2015, February). High-risk series: An update (GAO-15-290).
Retrieved from http://www.gao.gov/products/GAO-15-290

The U.S. Government Accountability Office’s (GAO’s) 2015 High-
Risk Series: An Update designates Medicare as a high-risk
program because of its size and complexity, which makes it
vulnerable to fraud, waste, and abuse.

In 2014, Medicare financed healthcare for 51 million individuals at
a cost of about $603 billion.

The Centers for Medicare & Medicaid Services (CMS) estimates
that improper payments totaled close to $60 billion in 2014.

GAO suggests progress has been made — some as a result of the
ACA; however, more is needed to address the issues and ensure
Medicare is sustainable.
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• Mission: Protect the integrity of HHS by preventing
waste, fraud, and abuse in federally funded healthcare
programs — i.e., Medicare, Medicaid, and the Children’s
Health Insurance Program (CHIP).

• HHS-OIG offers voluntary compliance program tools and
resources to help healthcare providers and suppliers
avoid fraudulent conduct and prevent the submission of
false and erroneous claims.

• In 2000, HHS-OIG published Compliance
Program Guidance for Individual and
Small Group Physician Practices.

HHS-OIG

Source: U.S. Department of Health and Human Services, Office of Inspector General. (n.d.). About us.
Retrieved from http://oig.hhs.gov/about-oig/about-us/
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HHS-OIG and the ACA

HHS-OIG advises using the seven elements in Chapter 8 of the 2010 U.S.
Federal Sentencing Guidelines Manual as core compliance program elements.

Section 6401 of the ACA authorizes the Secretary of HHS, in consultation with
HHS-OIG, to establish core elements of a compliance program.

An effective program can minimize the consequences resulting from a violation
of the law.

The HHS-OIG believes that significant reductions in fraud and abuse liability can
be accomplished through the use of compliance programs.
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The United States
Sentencing Commission
(USSC) Guidelines Manual
sets forth rules for a
uniform sentencing policy
for individuals and
organizations convicted of
felonies and serious
(Class A) misdemeanors in
the U.S. federal courts
system.

What are the Federal Sentencing Guidelines?

Source: USSC, Guidelines manual, http://www.ussc.gov/guidelines-manual/2015/2015-ussc-guidelines-manual
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• The overall goal of an effective compliance
program is to create an ethical corporate culture.

• An ethical corporate culture reduces the chance
that fraud and abuse will occur.

• If fraud and abuse does occur, an effective
compliance program reduces the chance that it
will go undetected.

Creating an ethical culture



The Fraud and Abuse Laws
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How fraud and abuse are uncovered

HHS-OIG hotline: 800-HHS-TIPS

Recovery Audit Contractors (RACs)

The False Claims Act, which permits whistleblowers to bring actions
on behalf of the federal government

Beneficiaries, Explanation of Benefits (EOB), and publications

Self-disclosure for a pattern of activity

State and federal data banks
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The fraud and abuse laws

Physician Self-Referral Law (42 U.S.C. § 1395nn)

Anti-Kickback Statute (42 U.S.C. § 1320a–7b(b))

False Claims Act (31 U.S.C. §§ 3729–3733)

Civil Monetary Penalties Law (42 U.S.C. § 1320a–7a)

Exclusion Authorities (42 U.S.C. §§ 1320a–7, 1320c–5)

Criminal Health Care Fraud Statute (18 U.S.C. §§ 1347, 1349)
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Anti-Kickback Statute

Anti-Kickback Statute (42 U.S.C.§1320a–7b(b)); Safe Harbor Regulations (42 C.F.R.§1001.952)

Prohibits the knowing and willful
payment of anything of value to induce
or reward referrals for federal healthcare
program business.

Physicians cannot offer any type of
compensation to Medicare and Medicaid
beneficiaries to influence their choice of
healthcare provider.

Physicians often are targeted as a
potential source of referral to other
providers, pharmaceutical companies,
and medical supply companies.

Some payments and business practices
are protected as part of safe harbor
provisions.
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Fraud and abuse headlines



18

2016

Anti-Kickback, HIPAA, obstruction violations

Allegations Pharmaceutical company paid the physician $23,500 to prescribe
its osteoporosis medications.

Pharmaceutical sales representative brought food to the
physician’s office 31 times.

Sales representative paid the physician $750 for ~30-minute
conversation.

Company paid to cater a barbeque at the physician’s home.

Company paid the physician $250 for speaker training, even
though she never spoke to any other physicians.

The physician wrote more prescriptions for the osteoporosis
medications during the time she was paid by the pharmaceutical
company; prescriptions precipitously declined once she stopped
receiving payment.
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Anti-Kickback, HIPAA, obstruction violations

Other
Allegations

Physician allowed sales representative to access
protected health information in patients’ medical files.

Physician provided false information to federal agents
when interviewed about her relationship with the
pharmaceutical company and also directed an employee
to lie.

Charges Violating Anti-Kickback Statute (up to 5 years in prison,
3 years of supervised release, and $25,000 fine).

Disclosure of individually identifiable health information
(1 year in prison and/or a fine of $50,000).

Obstructing a criminal healthcare investigation (up to
5 years in prison, 3 years of supervised release, and a
fine of $250,000).
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• Prohibits physician referrals for certain designated
health services to entities with which the physician or
an immediate family member has a financial
relationship.

• Financial relationships can
include investment interest,
ownership, or compensation
arrangements.

• Improper referrals can lead
to overutilization, increased
costs, corruption of medical
decision-making, patient steering, and unfair
competition.

Physician Self-Referral (Stark) Law

Physician Self-Referral Law (42 U.S.C. § 1395nn); Regulations (42 C.F.R. §§ 411.350–.389)
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Designated healthcare services

Source: U.S. Department of Health and Human Services, Office of Inspector General. (n.d.). A roadmap for new physicians:
Avoiding Medicare and Medicaid fraud and abuse. Retrieved from http://oig.hhs.gov/compliance/physician-
education/roadmap_web_version.pdf

Clinical laboratory
services

Physical therapy,
occupational therapy,

and outpatient
speech therapy

services

Radiology and
certain other imaging

services

Radiation therapy
services and supplies

Durable medical
equipment (DME)

and supplies

Parenteral and
enteral nutrients,
equipment, and

supplies

Prosthetics,
orthotics, and

prosthetic devices
and supplies

Home health services

Outpatient
prescription drugs

Inpatient and
outpatient hospital

services
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Fraud and abuse headlines
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Stark Law, False Claims Act, and Whistleblower Provision

Allegations Payments to referring physicians must be at fair market
value (FMV) for actual services; they cannot take into
account the volume or value of referrals to the hospital.

Fearing the loss of lucrative outpatient procedure
referrals to a new freestanding surgery center, the
hospital entered into contracts with 19 specialists that
required the physicians to refer their outpatient
procedures to the hospital in exchange for compensation
that far exceeded FMV value and included money paid
by Medicare.

Warnings from a hospital attorney that the physician
contracts were risky and raised red flags were ignored
and suppressed.
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Stark Law, False Claims Act, and Whistleblower Provision

More
Details

The case arose from lawsuit filed by an
orthopaedic surgeon in October 2005; surgeon
was offered, but refused to sign, one of the illegal
contracts.

Orthopaedic surgeon will receive $18.1 million
under the settlement.

“This case demonstrates the United States’
commitment to ensuring that doctors who refer
Medicare beneficiaries to hospitals for procedures,
tests and other health services do so only because
they believe the service is in the patient’s best
interest, and not because the physician stands to
gain financially from the referral.” (Department of
Justice news release, October 16, 2015)
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False Claims Act

False Claims Act (31 U.S.C.§§ 3729–3733)

Prohibits the submission of claims for
payment to Medicare or Medicaid that
the healthcare provider knows or should
have known to be false or fraudulent.

Penalties for filing false claims may be
up to three times the actual loss plus
$11,000 per claim filed.

Penalties also can include criminal
charges and imprisonment.

The whistleblower provision allows
individuals to file a lawsuit on behalf of
the United States and receive some of
the money recovered.
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• The False Claims Act contains a “qui tam” provision that
allows individuals who have knowledge that an
organization is defrauding the government to “blow the
whistle” on illegal activity.

• The federal government has
60 days to investigate and decide
whether they want to intervene in
the case.

• Whistleblowers are entitled to
between 15% and 25% of the
total recovery.

• If the government does not intervene, the whistleblower
can recover up to 30% of the total award.

Qui tam lawsuits
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Fraud and abuse headlines
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False Claims and Whistleblower Provision

Allegations Individuals who owned a critical access hospital and a
management company claimed to be serving the hospital
in various management and directorship positions;
however, they did little of the work for which the hospital
paid them.

Any work they did was duplicative of work performed by
hospital and management company staff.

The owners improperly claimed the expenses of personal
luxury automobiles on the hospital’s cost reports.

The management company wrongfully charged the
hospital for work that one of the owners did at his other
businesses.
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Dental fraud and abuse headlines

Source: Department of Health and Human Services, Office of Inspector General. (n.d.). Civil monetary penalties and
affirmative exclusions. Retrieved from http://oig.hhs.gov/fraud/enforcement/cmp/
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• Exclusion Statute: HHS-OIG must exclude individuals
or entities from participation in all federal healthcare
programs when certain offenses are committed.

o Examples of exclusionary offenses include Medicare
fraud; patient abuse or neglect; felony convictions
for other healthcare-related fraud, theft, or other
financial misconduct; and unlawful manufacture,
distribution, prescription, or dispensing of controlled
substances).

o HHS-OIG has discretionary exclusion authority on
certain offenses (e.g., misdemeanor convictions and
provision of unnecessary or substandard services).

• Civil Monetary Penalties Law: HHS-OIG can seek
civil monetary penalties ranging from $10,000 to
$50,000 and/or exclusion for a myriad of offenses, such
as violating the fraud and abuse laws and EMTALA
violations.

Exclusion Statute and Civil Monetary Penalties Law

Exclusion Statute (42 U.S.C. §§ 1320a–7, 1320c–5); Civil Monetary Penalties Law (42 U.S.C. § 1320a–7a)



31

2016

Red flag activities

Billing for medically unnecessary
services

False records or statements

Improper certifications for home health
or DME

Payment for providing anything of
value to induce beneficiaries

Retention of overpayments

Suspicious physician incentive plans

Upcoding
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• Corporate integrity agreements (CIAs) are contracts between providers and
HHS-OIG as part of a settlement.

• Providers agree to obligations in exchange for the HHS-OIG not seeking
exclusion from federal healthcare programs.

• CIAs usually last 5 years and include requirements to:

o Hire a compliance officer/appoint a compliance committee

o Develop written standards and policies

o Implement a comprehensive employee
training program

o Retain an independent review organization
for annual reviews

o Establish a confidential disclosure program

o Restrict employment of ineligible persons

o Report overpayments, reportable events, and investigations

o Provide implementation and annual report

Corporate integrity agreements
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Sample CIA
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Relationship
with others

Does it pass the
“newspaper”

test?

Does the
company really

need my
expertise?

Is the amount
of money fair

and reasonable?

Am I free to set
the content for

lecture?

Is it possible
the company is
paying me for
my loyalty?

Relationships with others

Source: HHS-OIG, A roadmap for new physicians, http://oig.hhs.gov/compliance/physician-education/roadmap_web_version.pdf
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Investments

Does it involve nominal capital
contribution?

Is there a high rate of return
for little or no financial risk?

Are you asked to refer more
patients?

Do you believe you will be
more likely to refer?

Investments in business ventures

Source: HHS-OIG, A roadmap for new physicians, http://oig.hhs.gov/compliance/physician-education/roadmap_web_version.pdf
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Are you billing for services you rendered?

Are the services medically necessary?

Are you billing for services of an excluded provider?

Are you billing separately for services already included in the
global fee?

Are you billing for services performed by an improperly supervised or
unqualified employee?

Billing red flags

Source: HHS-OIG, A roadmap for new physicians, http://oig.hhs.gov/compliance/physician-education/roadmap_web_version.pdf



The Seven Fundamental Elements of an
Effective Compliance Program
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HHS-OIG’s seven fundamental elements

Source: Department of Health and Human Services, Office of Inspector General. (n.d.). Health care compliance program tips.
Retrieved from http://oig.hhs.gov/compliance/provider-compliance-training/files/Compliance101tips508.pdf

Respond promptly to detected offenses and undertake corrective action

Enforce standards through well-publicized disciplinary guidelines

Conduct internal monitoring and auditing

Educate employees and develop effective lines of communication

Use due diligence in the delegation of authority

Designate a compliance officer (CO) and compliance committee (CC) to provide
program oversight

Implement written policies, procedures, and standards of conduct
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Ensuring program success

Gain support of
board and

executive staff

Provide ongoing
staff education,
particularly in
the high-risk

areas

Audit high-risk
areas

Monitor for
compliance

Ensure
consistency in
enforcement
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Element 1: Implement policies, procedures, and standards of conduct

• Identify model behavior for employees and explain how to report
suspected instances of compliance problems or unethical conduct.

• Specify in detail the duties of the CO and CC (both of whom should be
involved in developing the policies, procedures, and standards).

• Provide guidelines for periodic monitoring and review of policies,
procedures, and standards.

Compliance policies, procedures, and standards should:

Once developed, compliance policies, procedures, and standards
should be reviewed with, and distributed to, all employees of
the organization within 90 days of hire and at least annually.

Employees should acknowledge review and understanding of the
policies.

Compliance materials should be readily available for review.
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I. Code of Conduct

A. CEO message and mission and value statement

B. Laws — e.g., conflicts of interest; HIPAA; fraud, waste, and
abuse

II. Administration of the Compliance Plan

A. Compliance officer and compliance committee duties

III. Training and Education

IV. Communication

V. Auditing and Monitoring

A. Scope and methods

VI. Disciplinary Action

VII. Responding to Detected Offenses
and Corrective Action

A. Violations, investigations, and reporting

Compliance plan outline
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Element 2: Provide compliance program oversight

• The CO has primary responsibility for the structure and
administration of the compliance program and reports directly to
the CEO or senior management.

• The CO is informed about the outcomes of audits and monitoring;
reports compliance enforcement activity to the board of directors;
reviews and performs assessments of the program; and reports
annually to the board of directors.

Compliance Officer

• The CC is a multidisciplinary committee that develops, reviews,
and updates policies and procedures; develops and audits the
work plan and risk assessment plan; attends operational staff
meetings; monitors and audits compliance performance; enforces
disciplinary standards; recommends policy, procedure, and
process improvements; and enforces compliance program
requirements at all levels of the organization.

Compliance Committee
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Baseline risk assessment

A baseline risk assessment is a formal review of the major
fraud, waste, and abuse areas.

The assessment should include areas of concern identified
by CMS and others, as well as a classification of the risk
levels.

Areas identified as high risk should be audited more
frequently. Examples include coding and billing, work with
excluded providers, false claims, gifts from vendors, and
physician compensation.

The risk assessment results should be an essential
component in developing and addressing the monitoring
and auditing work plans.
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Element 3: Use due diligence in the delegation of authority

“Use reasonable efforts not to include within the substantial
authority personnel of the organization any individual whom the
organization knew, or should have known through the exercise of
due diligence, has engaged in illegal activities or other conduct
inconsistent with an effective compliance and ethics program.”

— United States Sentencing Commission

Perform background checks on all new
management employees.

Perform periodic background checks on
existing management employees.

United States Sentencing Commission. (2010). 2010 Federal Sentencing Guidelines Manual (§8B2.1(b)(3)). Retrieved from
http://www.ussc.gov/guidelines-manual/2010/2010-8b21
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Element 4: Provide training and education

Ensure adequate understanding of expectations under the
code of conducts and standards in the compliance plan.

Enforce mandatory training for all employees.

Provide a comprehensive review of the compliance plan
and code of conduct upon initial hire, and review the plan
annually thereafter.

Ensure that training is interactive and includes compliance
scenarios that might potentially be encountered.

The CO should regularly communicate compliance messages
via other informal training methods.

Document the provision of all compliance training.
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Opening the lines of communication

Require employees to report issues
in a timely manner.

Establish a formal process for
managers to communicate

compliance issues and corrective
action results to staff.

Develop an anonymous reporting
process to prevent fear of retaliation.

Ensure several methods for reporting
compliance and ethical concerns.

Have the CO and CC evaluate the effectiveness of the reporting process.

• Employees should be familiar with what issues to report, who to
report to, and the timeframe for reporting concerns.

• Employees should be encouraged to report, and feel comfortable
reporting, issues to multiple individuals (e.g., any manager, the CO,
and the CC).
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Element 5: Conduct internal monitoring and auditing

Monitor to ensure procedures are working as
intended.

Follow up on recommendations and corrective
action plans to verify they are being
implemented.

Ensure monitoring occurs on a regular basis
(weekly or monthly).

Ensure the monitoring work plans cover
frequency of monitoring, person(s) responsible,
and issues of concern for the organization.
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Element 5: Conduct internal monitoring and auditing

• Internal staff or an external organization can conduct
audits, and auditing may include a variety of methods.

Audit annually to ensure compliance with
statutory and CMS requirements.

Develop a written report of findings and
recommendations.

Ensure auditing work plans include a start
schedule, methods used, results, and
corrective actions.
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Element 6: Enforce standards through discipline

Apply consistent and timely discipline when an
investigation confirms an offense.

Make sure employees are well of aware of disciplinary
policies.

Clearly write disciplinary policies and describe
expectations and consequences for noncompliance.

• Comply with the code of conduct.

• Detect noncompliance when routine observation or due
diligence should have provided notice.

• Report actual or suspected noncompliance.

Make sure policies include sanctions for failure to:
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Element 7: Respond promptly and undertake corrective action

Use corrective actions when vulnerabilities,
noncompliance, or potential violations are
identified.

Identify offenses through a report or the results
of a risk assessment, auditing, or monitoring.

• Education and training.

• Repayment of overpayments.

• Disciplinary action against responsible employees.

Implement corrective action, such as:



51

2016

Summary

Effective
compliance
programs

Prevent and detect
violations of law

Are reasonably designed,
implemented, and

enforced to prevent and
detect criminal conduct.

Promote an organizational
culture that encourages

ethical conduct and
compliance with the law.

United States Sentencing Commission. (2015). Guidelines manual (chapter 8). Retrieved from
http://www.ussc.gov/guidelines-manual/2015/2015-ussc-guidelines-manual



Resources
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Resources

Check out PS&RS’s corporate
compliance resource list at:
http://www.medpro.com/
rm-resource-lists.

Don’t forget to follow us on
Twitter @MedProProtector for
timely patient safety and risk
information, great resources,
and information about upcoming
educational opportunities.



54

2016

Disclaimer

The information contained herein and presented by the

speaker is based on sources believed to be accurate at the

time they were referenced. The speaker has made a

reasonable effort to ensure the accuracy of the information

presented; however, no warranty or representation is made

as to such accuracy. The speaker is not engaged in rendering

legal or other professional services. If legal advice or other

expert legal assistance is required, the services of an

attorney or other competent legal professional should be

sought.


